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1. Details of the course offered  



With the emergence of IT sector and the subsequent explosion of information in the cyber 

world, the IPR regime has undergone constant change to meet the challenges of ever evolving 

rights in the field of trademark, copyright, domain squatting etc. It has become imperative that 

students of IPR have keep themselves abreast of latest developments. This course is designed 

to make equipped the students to be able to critically understand and examine the implication 

of internet of things, AI, social media, data mining and privacy related rights within the robust 

regime of IPR regime.  

2. Programme Objectives  

The course objectives of the course offered are as follow: 

1. To familiarise students with the diversity, plurality and challenges in the study of IPR 

in Cyber space.  

2. To examine and identify emerging trends in the study IPR in Cyber Space .   

3. To explore and study the historical evolution of sources of law of IPR in Cyber Space. 

 

PROGRAMME-SPECIFIC OBJECTIVES 

 

1. To identify and get acquainted with current controversial issues, also articulate on 

issues in matters pertaining to IPR and Cyber Space.  

2. To invigorate learners and prospective young lawyers to the best practices in litigation 

and research in matters pertaining IPR and cyber space. 

 

3. COURSE OBJECTIVES 

On completion of the Course it is expected that students would have learnt the 

intricacies Cyber world and the IPR regime.  

 

COURSE SPECIFIC OBJECTIVES 

 

It is expected that students would learn contemporary world view on IPR and cyber 

space which shall enable them to foray into litigation, research and adjudication in the 

courts and also in the field of academia. 

 

4. Detailed Structure of the Course (specifying course 

modules and sub-modules) 

 

1. Module I                                                                                                    

Definition of IPR in cyber space; the intricate relation of how IPR related rights converge and 

diverge from traditional definition of movable and immovable property; IPR related rights 

pertaining to natural person and legal personality in the filed of cyber space; different types 

IPR related rights which are interwoven with cyber- space. 

 



 

2. Module II 

Historical importance of laws and treatise to secure rights in IPR related matters; 

contemporary discourse on cyber-space and the concerns for conceptualisation of IPR regime 

related rights in cyber- space; discourse on national and international laws and treatise on IPR 

and cyber- space.  

3. Module III   

Protection and preservation of IPR rights in cyber-space; variance of remedial rights in cyber 

space; mapping of IPR related civil rights and public rights in the cyber space.                                                                                                  

4. Module IV   

Copyright issues in cyber space; infringement of copyright in cyber space; Computer Software 

& Copyright Law; Trademark Law & Domain Names Issues in Cyberspace; Various Forms of 

Infringement of Trademark through Cyberspace, Traditional knowledge and cultural expressions issues 

in cyber-space; privacy and data mining in cyber space. 
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on IT and E-Commerce, Oxford University Press.  
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Justice Yatindra Singh, Cyber Laws, Universal Law Publishing Co, New Delhi, (2012).  

N. Maheswara Sawmy, Information Technology and Cyber Space, Asia Law House, 2019. 

S. R. Bhansali, Information Technology Act, 2000, University Book House Pvt. Ltd., Jaipur 

(2003). 



Sanchi Gupta, Interface Between Cyber Space Crime and Intellectual Property Rights, Blue 

Rose Publishers, 2023. 

Sudhir Naib, The Information Technology Act, 2005: A Handbook, OUP, New York,(2011) 

Sunil N. Shah, IPR and Cyber Laws, Himalya Publishing House,  

Taylor, R. W., E. J. Fritsch and J. Liederbach, Digital Crime and Digital Terrorism (New 

Jersey: Prentice Hall Press, 2014, 3rd ed.)  

Vasu Deva, Cyber Crimes and Law Enforcement, Commonwealth Publishers, New Delhi, 

(2003).  

Verma S, K, Mittal Raman, Legal Dimensions of Cyber Space, Indian Law Institute, New 

Delhi, (2004)  

W. Brian Arthur, The Nature of Technology: What It Is and How It Evolves (Reprint edition 

ed. 2011).  

Yar, M. Cybercrime and Society (London: Sage, 2013, 2nd ed.) Dan Pyle Millar & Robert L. 

Heath, Responding to Crisis: A Rhetorical Approach to Crisis Communication (2003).  

 

 

 

 

 

 

 

 

 

 

 

 


